3GPP TSG-SA3 Meeting #102-e 
S3-210219
e-meeting, 18th - 29th January 2021











    Revision of S3-20xxxx
Source:
Alibaba Group
Title:
New solution on UE preferred SNPN information update
Document for:
Approval

Agenda Item:
5.12
1
Decision/action requested

This document proposes a new solution: UE preferred SNPN information update to the TR 33.857. SA3 is kindly requested to approve this document.
2
References

 [1]
3GPP TR 33.857, v 0.2.0.
3
Rationale

This contribution proposes a new solution on UE preferred SNPN information update.
4
Detailed proposal

***
BEGIN OF CHANGE
***
6.Y
Solution #Y: UE preferred SNPN information update
6.Y.1
Introduction
This solution addresses Key Issue #X “UE preferred SNPN information update”.
6.Y.2
Solution details
6.Y.2.1
Procedure
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Figure: 6.Y.2.2-1: UE preferred SNPN information update
1. The AF sends information regarding preferred SNPN information to the PCF via NEF.

2. The PCF generates UE policy which contains the preferred SNPN information. Then, the PCF sends Npcf_UEPolicyControl_UpdateNotify request, including the UE policy, security indication, GPSI to the UDM. The security indication is for triggering the UDM to initiate UE Parameter Update procedure for the UP policy.
3. The UDM triggers UE Parameter Update procedure.
4. The UDM sends Nausf_UPUProtection Request, including SUPI, UE policy, security indication, and optionally ACK indiction to the AUSF.
NOTE: The SUPI can be obtained using the mapping relationship with GPSI.
5. Upon the receipt of the request message, the AUSF replies with Nausf_UPUProtection Response, containing UPU-MAC-IAUSF, UPU-XMAC-IUE if the request message contains the ACK indication, and CounterUPU to the UDM.

6. The UDM sends Nudm_SDM_Notification, containing UE policy, security indication, UPU-MAC-IAUSF and CounterUPU to AMF.

7. The AMF send DL NAS TRANSPORT, containing UE policy, security indication, UPU-MAC-IAUSF and CounterUPU to the UE.
8. The UE verifies the UPU-MAC-IAUSF.
9. The UE sends the UL NAS Transport with UPU-MAC-IUE to the AMF.
10. The AMF sends Nudm_SDM_Info with UPU-MAC-IUE to the UDM.
11. UDM compared the received UPU-MAC-IUE with the stored UPU-XMAC-IUE, if the two vaule matches, the update procedure succeed.
6.Y.3
System impact

Editor’s Note: Each solution should clearly list which entities need new functionality and what functionality they need for the provided solution to work.

6.Y.4
Evaluation

Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.
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